ALMINNELIGE VILKAR FOR PARETO BANK PLATINUM

1. INNLEDNING

1.1 Disse Vilkarene angir de alminnelige betingelsene for

Pareto Bank Platinum betalingskort. | tillegg reguleres Kortavtalen

av felgende dokumenter:

- Personvernerklaering: Informasjon om behandling av person
opplysninger

- Standardiserte europeiske opplysninger om forbrukerkreditt og
de enhver gjeldende rente- og prisbetingelser, tilgiengelig pa
www.entercard.no

- Vilkar for avtalte tilleggstjenester, for eksempel forsikring og
rabatt- og bonusytelser ved bruk av kortet hos
utvalgte brukersteder.

1.2 Betalingskortet er utstedt av EnterCard Norge, filial av
EnterCard Group AB (org. nr. 919 061 545), postboks 6783

St. Olavs plass, 0130 Oslo, som har konsesjon fra svenske
Finansinspektionen, og er under tilsyn av det svenske Finans-
inspektionen og det norske Finanstilsynet (www.finanstilsynet.no),
postboks 1187 Sentrum, 0107 Oslo.

2. OM BETALINGSKORTETS FUNKSJON OG HVEM DET
PASSER FOR

2.1 Betalingskortet er et kredittkort som gjer det mulig & kjepe
varer og tienester ved over 25 millioner brukersteder verden over
som er tilknyttet Mastercard. | tillegg kan kortet brukes til kontant-
uttak i de fleste minibankautomater. Kortutsteder anviser eventuelt
ovrige virkeomrader.

2.2 Det er viktig & ha et bevisst forhold til egen gkonomi og

eget forbruk, og i den forbindelse kan det veere en fordel & ha en
betalingslasning som gir rom for trygghet og fleksibilitet. Bruk av
kredittkort gjer at du kan kjgpe varer og tjenester uten & ha tilgang
pa kontanter eller belaste din bankkonto direkte. Betalingskortet
gir deg mulighet til & foreta innkjep av varer og tienester og fordele
betalingen over tid. Det ma betales et minimumsbelgp hver maned
som vil tilsvare 1/60 del av utestaende lan og gebyrer, med tillegg
av palepte renter. Gebyrer, eksempelvis purregebyr og overtrekks-
gebyr, kan tilkomme i henhold til punkt 8.2 og 11.2. Minimums-
belepet tilsvarer forste manedsbetaling ved et serielan pa 5 ar.
Ved eventuelt mislighold av denne forpliktelsen vil det palgpe ytter-

ligere gebyrer og inndrivingskostnader i henhold til gjeldende satser.

2.3 Betalingskortet er primaert ment for kunder som ansker kreditt
pa kort og mellomlang sikt. Har du behov for langsiktig kreditt, vil vi
anbefale at du undersgker andre laneprodukter. Bruk av Betalings-
kortet er videre ment for kunder som har et kontrollert forbruk i
samsvar med gkonomisk evne over tid.

2.4 Tijenester i form av Betalingsfullmakttjenester og Kontoinfor-
masjonstjenester for tilgang til Kortholders Kortkonto kan ogsa
benyttes av Kortholder, forutsatt at kortkontoen er tilgjengelig
online. Betalingsfullmakt- og Kontoinformasjonstjenester tilbys ikke
av Kortutsteder men av Tredjepartsleverandgrer. Om Kortholder
gnsker & benytte seg av tredjeparters betalingsl@sninger herunder
Betalingsfullmakt- og Kontoinformasjonstjenester ma Kortholder
innga avtale med Tredjepartsleverander eller gitt samtykke til
Tredjepartsleverander for dette.

3. DEFINISJONER | DISSE VILKARENE

Autentisering: En prosedyre som innebzerer at Kortholders
personlige sikkerhetsinformasjon benyttes av
en betalingsformidler for & verifisere

Kortholders identitet og/eller gyldigheten av et

betalingsinstrument (f.eks. ved bruk av BankID).

Betalingsfullmakt-
tienester: En tjeneste der Kortholder iverksetter en Beta-
lingsordre pa Kortholders egne betalingskonto
tilgjengelig pa internett, ved hjelp av en tredje-
partsleverandgr av betalingstjenester.

Pareto Bank Platinum

Betalings- og kredittkort utstedt av Kortutsteder
til Kortholder. Fysisk kort, opplysninger om et
kort eller et fiktivt kortnummer som av sikker-
hetsmessige arsaker erstatter det fysiske kort-
nummeret; som gjer det mulig & gjennomfere
en transaksjon. Det omfatter ogsa eventuelle
Tilleggskort.

En ordre fra Kortholder til Kortutsteder om at en
Transaksjon skal giennomfares.
Vare-/tienesteleverander som godtar Betalings-
kortet anvendt som betalingsmiddel eller til
uttak av kontanter

Kontoinformasjons-

Betalingskortet:

Betalingsordre:

Brukersted:

tienester: En internettbasert tieneste tilbudt av en tredje-
partsleverander for & sammenstille kontoopp-
lysninger/informasjon for Kortholders Kortkonto
(og evt. gvrige konti hos andre institusjoner)

Kortavtalen Som definert i punkt 1.1

Kortholder: Kunden som Betalingskortet er utstedt til, og
som er ansvarlig for tilbakebetaling

Kortkontoen: Konto i navnet pa Kortholder og som benyttes
for & gijennomfere betalingstransaksjoner.
Utgjer det til enhver tid gkonomiske mellom
veerende mellom Kortutsteder og Kortholder

Kortutsteder: EnterCard Norge, filial av EnterCard Group AB

Mobil enhet: Mobiltelefon, surfeplate/leseplate/pad, klokke,
armband og lignende apparatur som kan kobles
til internett eller annet nettverk for telefon- eller
datatrafikk.

Partene: Kortholder og Kortutsteder sammen, (hver for
seg omtalt som "Part”)

Personlige

sikkerhets-

anordninger: Personlig anordning som Kortutsteder eller
annen betalingstjenesteleverander tilbyr eller
godtar for det formal & autentisere Kortholder
— eks. ved personlig kode, BankID, BankID pa
mobil, lesere av biometrisk informasjon (som
fingeravtrykksleser mv.) etc.

Personlig kode: En personlig anordning som Kortholder be-

nytter for & bevise at hun/han har myndighet til
4 utfere Transaksjoner. Eksempler pa personlig
kode er PIN-kode og passord, SMS-kode,
BankID, BankID pa mobil, Mastercard
SecureCode og passord.

Skriftlig: Kommunikasjonsform som anses & omfatte
brevpost, e-post, sms og all annen skriftlig
informasjon i fysisk eller elektronisk form.

Sterk

kundeautentisering: Sikkerhetskrav for & redusere risiko for svindel
og beskytte Kortholders data. Slik autentisering
er en godkjenning basert pa minst to av
felgende tre frittstdende alternativer: a) noe
som bare Kortholderen vet, b) noe som bare
Kortholderen har, c) en unik egenskap ved
Kortholderen (f.eks. Fingeravtrykk.
Tilleggskort: Betalingskort utstedt i henhold til pkt. 28
Tilleggskortholder: Person som har fatt utstedt Tilleggskort i
henhold til pkt. 28
Kjap ved bruk av Betalingskortet eller Kort-
kontoen, innskudd, uttak eller overfgring av
midler til og fra Kortkontoen.

Transaksjon:

Tredjeparts-

leverander: En annen betalingstjenestetilbyder enn Kort-
utsteder, og som har de ngdvendige tillatelser
eller er registrert for a tilby bl.a. avtale om
Betalingsfullmakt- og Kontoinformasjonstjenester.

Uautorisert

transaksjon: En transaksjon som gjennomferes uten sam-
tykke fra Kortholder, Tilleggskortholder eller
andre som i henhold til disse vilkarene kan
anvende Betalingskort tilknyttet kortavtalen.
Disse alminnelige vilkarene for Betalingskortet,
med vedlegg — se punkt 1.1.

Vilkarene:

4. INNGAELSE AV KORTAVTALEN, GYLDIGHETSPERIODE
OG FORNYELSER

4.1 Kortavtalen — herunder omfattet disse Vilkarene - anses
akseptert ved Kortholders signatur eller elektroniske aksept.
Dersom det ikke foreligger uttrykkelig aksept fra Kortholder anses
Kortavtalen likevel for inngatt fra det tidspunkt Kortholder (herunder
omfattet Tilleggskortholder) tar Betalingskortet i bruk. Dersom
Kortholder ikke aksepterer Vilkarene skal Kortutsteder omgaende
varsles om dette.

4.2 Kortholder anmodes om & sette seg grundig inn i Vilkarene og
ovrig informasjon fra Kortutsteder for Betalingskortet tas i bruk.

4.3 Kortholder har angrerett i henhold til angrerettloven. Det
betyr at Kortholder kan ga fra avtalen ved & melde skriftlig fra til
Kortutsteder innen 14 dager etter at Kortavtalen er akseptert. Se
entercard.no/angre for angrerettskjema. Dersom Kortholder har
benyttet kortet, skal utestaende tilbakebetales innen 30 dager
etter at angreretten er utgvet. Renter og gebyr palgper i henhold til
gjeldende prisliste.

4.4 Betalingskortet utstedes med patrykt gyldighetsperiode.

Ved utlepet av gyldighetsperioden vil Kortholder fa tilsendt et nytt
Betalingskort med mindre Betalingskortet er sperret av Kortutsteder
eller Kortavtalen er lovlig sagt opp av en av Partene.

4.5 Dersom kortutsteder krever det skal det fremlegges gyldig
legitimasjon med bilde fgr mottak av Betalingskortet. Kortutsteder
eller en representant for denne (for eksempel ansatt ved postkontor
der kortet hentes) skal bekrefte at opplysningene er riktige.

4.6 Kortavtalen Igper til den gyldig er sagt opp eller hevet av en av
Partene, jf. pkt. 24 og 25 nedenfor.

4.7 Disse Vilkarene kan endres av Kortutsteder med 8 ukers
varsel forutsatt at det foreligger saklig grunn. Dersom endringene
ikke aksepteres, skal Kortholder omgaende melde dette skriftlig

til Kortutsteder. Fortsatt bruk av Kortet etter at det er varslet om
endringer anses som aksept av endringene. For endring av renter
og andre priser gjelder pkt. 8.

4.8 All kommunikasjon mellom Partene skal skje pa norsk med
mindre noe annet er avtalt.

5.  UTSENDELSE AV KORT, PERSONLIG KODE, SPERRING M.V.

5.1 Betalingskortet er personlig, og skal ikke overdras eller pa
annen mate overlates til eller brukes av andre enn den det er utstedt
til. Ved mottak av Betalingskortet er Kortholder pliktig til & signere
Betalingskortet og eventuelt makulere tidligere utstedt Betalingskort.
Kortholder skal signere Betalingskortet umiddelbart etter mottak.
Kortholder vil bli tildelt en eller flere personlige koder (PIN-kode eller
passord) eller annen sikkerhetsanordning. Kortutsteder kan ogsa ut-
levere Personlige sikkerhetsanordninger eller annet autentiserings-
utstyr til Kortholderen, for eksempel passordkalkulator/BankID-
brikke, BankID pa mobil etc. og gi bindende anvisninger om opp-
bevaring og bruk av slikt utstyr.

5.2 Kortholder skal ta alle rimelige forholdsregler for & beskytte
de Personlige sikkerhetsanordningene knyttet til Betalingskortet.
Kortholder ma pase at:

- konvolutt/kodelapp med PIN-kode o.l. til Betalingskortet
umiddelbart makuleres etter at Kortholder lest koden.

- uvedkommende ikke far tak i Betalingskortet, Personlige
sikkerhetsanordninger eller annet utlevert autentiseringsutstyr.

- for det tilfellet at Kortholder selv kan velge kode for Betalings-
kortet eller den Personlige sikkerhetsanordningen (f.eks.
BankID pa mobil), at slik kode ikke kan knyttes mot Korthol-
ders fedselsnummer, kortnummer, telefonnummer eller
lignende.

- koder tilknyttet Betalingskortet eller Personlige sikkerhets-
anordningen ma ikke avslares/rapes for noen, heller ikke
overfor hustandsmedlemmer/familie, politiet eller Kortutsteder.

- Koder skal ikke brukes under slike forhold at andre lett kan se
dem.

- Utdelte koder bgr memoreres og ikke skrives ned. Dersom

koden skrives ned, skal det gjeres pa en slik mate at ingen
andre enn Kortholder kan forsta hva sifrene eller bokstavene
gjelder. Slikt notat av koder ma uansett aldri oppbevares i
naerheten av Betalingskortet, Personlige sikkerhets-
anordningen eller annet fysisk autentiseringsutstyr. Oven
nevnte bestemmelse skal ikke vaere til hinder for at Kortholder
benytter Betalingsfullmakt- eller Kontoinformasjonstjenester og
som Kortholder har inngétt en avtale med.

5.3 Pa baksiden av Betalingskortet er det oppfart en tresifret CVC
kode. Denne kan oppgis sammen med kortnummer og utlgpsdato
for Betalingskortet ved foresparsel fra Brukersted ved handel gjen-
nom fiernkommunikasjon (for eksempel telefon eller internett) der
Brukerstedet ikke har Betalingskortet fysisk tilgjengelig. Kortholder
skal ikke oppgi denne koden til uvedkommende og ma derfor veere
papasselig ved forespersel om & oppgi CVC kode.

5.4 Om Betalingskortet og/eller Personlige sikkerhetsanordningen
lagres pa en Mobil enhet (f.eks. mobiltelefon, klokke/armband, lese-
brett e.l.) ma Kortholder opprettholde god kontroll og tilsyn med den
Mobile enheten. Kortholder mé ta alle rimelige forhandsregler for &
beskytte den Mobile enheten. Om Kortholder lagrer Betalingskort-
opplysningene i en tjeneste for kjgp av digitalt innhold (f.eks.
musikk, og stremmetjenester) sa er Kortholder ansvarlig for at
uvedkommende ikke har mulighet til @ benytte seg av den lagrede
Betalingskortinformasjonen. Hvis den Mobile enheten gar tapt,

det er mistanke om at uvedkommende har tilgang til den Mobile
enheten, skal Kortholder uten ugrunnet opphold underrette Kort-
usteder eller Kortutsteders utpekte medhjelper, og serge for

at Betalingskortet, Personlig sikkerhetsanordning eller annet
utlevert autentiseringsutstyr sperres.

5.5 Kortholder ma underrette Kortutsteder eller Kortutsteders
utpekte medhjelper uten ugrunnet opphold etter at Kortholder har
fatt kjennskap til eller mistanke om at Betalingskortet, Personlig
sikkerhetsanordning eller annet utlevert autentiseringsutstyr er
kommet bort, og/eller at uvedkommende har fatt kjennskap til
personlig kode og/eller at Betalingskortet Personlig sikkerhets-
anordning eller annet utlevert autentiseringsutstyr er benyttet pa
uautorisert vis. Kortholder skal benytte de meldingsmuligheter
Kortutsteder har stilt til disposisjon og for gvrig bista pa en slik
mate at Betalingskortet sa raskt som mulig blir sperret. Etter at

slik melding er gitt, vil Kortutsteder hindre bruk av Betalingskortet.
Kortutseder skal kunne dokumentere at slik underretning er foretatt
i 18 maneder fra underretningen er gitt. Dersom Kortutsteder ikke
kan dokumentere at meldingssystemet fungerte som det skulle
innenfor det aktuelle tidsrommet, skal Kortholders forklaring ved-
rerende tapstidspunktet, samt nar Kortutsteder eller Kortutsteders
medhjelper ble forsgkt underrettet, normalt legges til grunn.
Kortholder skal straks melde fra til Kortutsteder dersom bortkommet
Betalingskort, Personlig sikkerhetsanordning eller annet utlevert
autentiseringsutstyr kommer til rette.

5.6 Kortholder vil ikke bli belastet for Kortutsteders kostnader
ved sperring av Betalingskortet, Personlig sikkerhetsanordning
og opphevelse av sperringen med mindre det foreligger spesielle
forhold pa Kortholders side, f.eks. gjentatte meldinger om tapt
Betalingskort. Kortutsteder kan imidlertid kreve vederlag for
utstedelse av nytt Betalingskort, Personlig sikkerhetsanordning
eller annet utlevert autentiserings utstyr sa fremt tapet av nevnte
gjenstander ikke skyldes forhold pa Kortutsteders side.

5.7 Dersom Kortholder har grunn til & tro at Betalingskortet,
Personlige sikkerhetsanordningene eller annet utlevert autenti-
seringsutstyr er misbrukt eller bortkommet ved en straffbar handling,
skal forholdet umiddelbart politianmeldes av Kortholder i tillegg til
varsling til Kortutsteder som angitt i pkt. 5.4.

5.8 Uavhengig av om Kortutsteder har mottatt underretning fra
Kortholder, kan Kortutsteder sperre Betalingskortet, herunder
Kortkontoen og retten til & benytte kreditten, dersom

- sikker bruk av Betalingskortet kan bli kompromittert, f.eks.
pa grunn av tekniske svikt og lignende,

- det foreligger saklig grunn, herunder berettiget tvil om
Betalingskortets sikkerhet eller mistanke om uautorisert og/
eller uaktsom bruk,

- det kan pavises forhgyet risiko for at Kortholder ikke kan
oppfylle sine avtaleforpliktelser (f.eks. betalingsforpliktelser,
gjentatt/langvarig overtrekk av kreditten, betalingsmislighold mv.).

Kortutsteder skal varsle Kortholder om sperringen og arsaken til
denne. Slikt varsel gis normalt fgr Betalingskortet sperres, eller
dersom dette er umulig, umiddelbart etter sperringen. Dersom et
varsel vil stride mot lov, bestemmelser eller vedtak fastsatt i
medhold av lov eller dersom hensynet til vesentlige sikkerhets-
interesser tilsier det, kan Kortutsteder unnlate & gi slikt varsel.

5.9 Ved oppher av avtaleforholdet, eller hvis Kortutsteder pa annet
saklig grunnlag forlanger det, skal Kortholderen straks tilbakelevere
eller makulere Betalingskortet og/eller annet utlevert autentiserings-
utstyr. Betalingskortet vil da bli sperret for videre bruk. Kortholder
hefter for transaksjoner som er foretatt frem til sperringen er tradt i
kraft.

6. ANVENDELSE AV KORTET

6.1 Betalingskortet kan anvendes i merkede betalingsterminaler,
vare- og tjenesteleverandgrer pa internett, i de fleste minibank-
automater og for gvrig pa annen mate anvist av Kortutsteder.
Betalingskortet ma ikke anvendes i strid med gjeldende lovgivning.
Kortutsteder har intet ansvar for at Betalingskortet er anvendelig hos
et bestemt Brukersted med mindre det kan pavises at Kortutsteder
har opptradt uaktsomt.

6.2 Anvendelse av Betalingskortet kan anvendes av Kortholderen
i situasjoner der Betalingskortet benyttes fysisk (og ved inntasting
av PIN-kode eller annen sikkerhetsprosedyre som Kortusteder har
anvist) eller gjennom et program i mobilen, klokken eller annen
mobil enhet hvor kortdetaljer er oppgitt (kortnummer, utlepsdato,
CVC-kode), eller pa annet vis som tilbys i ulike situasjoner og
avhengig av den tekniske utviklingen (f.eks. digitale lommebgker
mv.). Betaling med Betalingskort som har en kontaktlgs funksjon
(contactless) eller betaling med en fysisk enhet som inneholder
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kortinformasjon, utfgres ved & holde Betalingskortet eller den fysiske
enheten mot en kortterminal for kontaktlgs betaling. Slik kontaktlgs
betaling kan benyttes opp til en viss belgpsgrense uten at PIN-kode
eller annen Personlig sikkerhetsanordning benyttes. Betalingskortet
kan ogsa brukes i miljger der Betalingskortets tilstedevaerelse ikke er
nedvendig, for eksempel nar du handler via telefon, internetthandel,
postordre eller annen fiernkommunikasjon. | enkelte miljger ma en
transaksjon ogséa veere godkjent skriftlig eller ved tastetrykk, eller
ved & angi kode/koder som personlig kode, sikkerhetskode, pass-
ord, BankID pa mobil eller pa annen mate godkjent i henhold til
instruksjonene hos et bestemt Brukersted, hos tjenesteleveranderen,
i bankfilial eller ved bruk av minibank.

Kortholdere kan bli debitert for kostnader som har oppstatt i
forbindelse med hotellinnkvartering, leiebil eller lignende hvis
Kortholder har blitt informert og godkjent av dette ved bestilling av
tienesten eller i en avtale med salgsselskapet.

6.3 Kortholder er automatisk koblet til Kortutsteders navaerende
sikre internetthandelstjeneste. Kortholder kan nar som helst si

opp tjenesten ved & varsle Kortutsteder. Hvis Kortholder avslutter
tjenesten, vil Betalingskortet ikke kunne anvendes til internetthandel.

6.4 Nar det er registrert bruk av Betalingskortet, eller foreligger
samtykke fra Kortholder til en Tredjepartsleverander, vil det bli lagt
til grunn at Kortholder har igangsatt transaksjonen, med mindre
registreringen skyldes teknisk svikt eller andre omstendigheter som
Kortutsteder etter denne avtalen har risikoen for.

6.5 Betalingskortet er ment anvendt til kredittfinansiert handel og
kontantuttak. Kortkontoen skal ikke benyttes som innskuddskonto.
Skulle Kortholderen likevel ha positiv saldo pa Kortkontoen, gis

det ingen rentekompensasjon for dette, og Kortutsteder kan kreve
& tilbakebetale positiv saldo til kunden. Kortholder godkjenner at
Kortutsteder tilbakebetaler eventuell positiv saldo til Kortholder eller
overfgrer positiv saldo til en konto som innehas av Kortholder.

7. KVITTERINGER, TRANSAKSJONSOVERSIKT OG
KORTHOLDERS EGENKONTROLL

7.1 Kortholder mottar, safremt Betalingskortet har veert brukt eller
det er foretatt gvrige Transaksjoner fra Kortkontoen, manedlig tran-
saksjonsoversikt fra Kortutsteder sammen med faktura. Denne skal
Kortholder sammenholde med kvitteringer mottatt fra Brukersted.
Kortholder skal ta kontakt med Kortutsteder dersom transaksjons-
oversikt ikke mottas.

7.2 Kortholder skal umiddelbart melde fra til Kortutsteder dersom
opplysningene fra Kortutsteder ikke er i samsvar med Kortholders
egne noteringer.

8. OGKONOMISKE BETINGELSER FOR BRUK AV
BETALINGSKORTET

8.1 Kostnader ved & etablere, ha og bruke Betalingskortet og
Kortkontoen fremgar av Kortutsteders vedlagte Standardiserte
europeiske opplysninger om forbrukerkreditt samt den til enhver
tid gjeldende prisliste og kontoinformasjon. Informasjonen finnes i
Pareto Bank Platinum sin nettbank eller ved & kontakte EnterCards
kundesenter.

8.2 Purre- og inkassogebyr fglger de til enhver tid gjeldende
offentlige satser.

8.3 Renter betales for benyttet kreditt (gjelden pa Kortkontoen).
Renter kapitaliseres (legges til hovedstolen) manedlig ved faktura-
dato (betales manedlig). Den til enhver tid Benyttet kreditt inkluderer
alle trekk pa Kortkontoen ved bruk av Betalingskortet/Kortkontoen,
gebyrer, andre kostnader samt palgpte renter. Gjeldende rentesats
er som angitt i vedlagte Standardiserte europeiske opplysninger
om forbrukerkreditt samt den til enhver tid gjeldende prisliste og
kontoinformasjon. Ved endringer av rentesats, gebyrer og andre
kostnader i tilknytning Betalingskortet, vil Kortholder normalt bli
varslet skriftlig seks uker fgr endringen trer i kraft. Kortere frist

kan benyttes nar renteendring (i) skjer som en fglge av at det er
inntruffet en vesentlig endring i pengemarkedsrenten, obligasjons-
renten eller det generelle rentenivaet pa finansinstitusjoners innlan
eller (ii) er til gode for Kortholder.

8.4 Kortholder ber vaere oppmerksom pa at noen Brukersteder
beregner egne gebyr for bruk av Betalingskortet. Kortutsteder kan
ikke holdes ansvarlig for slike gebyrer.

9. FAKTURERING OG INNBETALING

9.1 Betaling for bruk av Betalingskortet skal skje til Kortutsteder pa
oppgitt konto og etter Kortutsteders anvisninger.

9.2 Kortutsteder sender manedlig faktura til Kortholder forutsatt
at det foreligger utestdende pa Kortkontoen. Kortholder plikter &
betale minimumsbelap i henhold til gjeldende prisliste. Utover det
star Kortholder fritt til nar som helst & betale hele eller deler av sitt
utestaende til Kortutsteder.

9.3 Eventuelt gebyr for papirfaktura fglger gjeldende satser, jf. pris-
liste. Kortutsteder tilbyr e-faktura, men denne lgsningen ma bestilles
av Kortholder selv i egen nettbank hos sin hovedbankforbindelse.

9.4 Kortholder har mulighet til & seke EnterCard om betalingsfri
maned grunnet f.eks. endrede gkonomiske omstendigheter for
Kortholder i lanets lgpetid.For & fa innvilget betalingsfri maned ma
Kortholder blant annet ha hatt kortet i minimum seks maneder og
Kortholder mé& veere a jour med innbetalinger. Betalingsfri maned
innvilges ikke for allerede forfalte/utestaende belap, og kreditt-
grensen kan ikke vaere overtrukket. Eventuelle renteutgifter som
paleper kommer pa neste faktura.

9.5 Dersom betaling ikke skjer til rett tid i henhold til tilsendt
faktura, kan Kortutsteder sperre Betalingskortet og belaste renter og
gebyrer i henhold til gjeldende rente- og prisbetingelser (herunder
omkostninger fastsatt etter inkassolovgivningens bestemmelser).

9.6 Ved inkasso skal Kortholder betale til inkassoselskapet etter
naermere anvisninger.

10. KORTHOLDERS KONTAKTDATA. ELEKTRONISK
KOMMUNIKASJON

10.1 Faktura og annen brevpost vil kun bli sendt til Kortholders
folkeregistrerte adresse med mindre Kortutsteder har akseptert &
sende til en annen adresse. Betalingskort sendes til folkeregistrert
adresse.

10.2 Kortholder aksepterer at alle henvendelser fra Kortutsteder
kan skije til oppgitt e-postadresse, gjennom visning pa skjerm, i
nettbanken, per SMS til oppgitt mobiltelefonnummer, eller annen
elektronisk kanal. Kortholder kan frabe seg slik kommunikasjon i en
eller flere kanaler.

10.3 Endringer av e-postadresse, telefonnummer og andre
relevante kontaktdata skal omgaende meldes Kortutsteder.

10.4 Kortutsteder er ikke ansvarlig for manglende meldinger til
Kortholder som falge av feilaktig eller mangelfullt oppgitte kontaktdata.

10.5 Ved mistanke om uautorisert bruk, at det foreligger sikkerhets-
risiko ved Betalingskortet/Kortkontoen e.l., kan Kortutsteder kontakte
Kortholder pa annen mate enn angitt og pa den mate som anses
hensiktsmessig i det enkelte tilfelle (f.eks. ved telefonsamtaler

eller SMS). | slike tilfeller kan Kortutsteder be om informasjon om
hvorvidt Kortholder har utfgrt en bestemt transaksjon. Kortutsteder
ber aldri om CVC-kode, PIN-koder, passord, gvrige Personlige
sikkerhetsanordninger e.l. Generell informasjon om kortsikkerhet og
korthendelser kan ogsa gis via Kortutsteders nettsted.

Hvis Kortutsteder nekter Tredjepartsleverander tilgang til Kortholders
informasjon eller Betalingskort/Kortkonto, skal Kortholder informeres
om nektelsen og arsaken, og helst i forkant av tilgang nektes.
Informasjonsplikten gjelder likevel ikke dersom objektivt begrunnede
sikkerhetshensyn er truet eller forbudt ved lov eller regler med
hjemmel i lov.

10.6 | tilfeller hvor det stilles krav til melding i media, anses infor-
masjon pa Kortutsteders offentlige hjemmesider som tilstrekkelig.

11. KREDITTGRENSE

11.1 Betalingskortet kan kun benyttes innenfor den til enhver tid
innvilgede kredittgrense, og Kortholder er ansvarlig for at denne
ikke overskrides (ved f.eks. uttak, kjap eller betaling som belastes
Kortkontoen).

11.2 Dersom Kortholder likevel overskrider kredittgrensen (ved
f.eks. trekk pa Kortkontoen, palgpte gebyrer, renter e.l.), er Kort-
holder ansvarlig for umiddelbart tilbakebetale overskytende belap.
Ved slik overskridelse har Kortutsteder rett til & belaste overtrekks-
gebyr etter gjeldende satser.

11.3 Kredittgrensen kan reduseres ensidig av Kortutsteder basert
pa ny informasjon om Kortholders gkonomiske forhold herunder,
men ikke begrenset til informasjon om Kortholders betalingshistorikk,
inntekts-, utgifts- og gjeldsforhold. Kortholder underrettes om
endringene.

11.4 Dersom gvrige forhold hos Kortholder medfgrer at grunnlaget
for den opprinnelige avtalen ikke lenger er til stede, Kortholder for
ovrig misligholder sine forpliktelser, eller sikkerhetsmessige forhold
eller offentligrettslige krav gjer det nadvendig kan Kortutsteder
begrense Betalingskortets bruksomrade, senke innvilget kreditt-
grense, eller foreta endringer vedragrende Personlige sikkerhets-
anordninger o.l. Kortutsteder skal snarest mulig underrette
Kortholder om slike endringer.

12. VALUTA- OG HANDELSBESTEMMELSER

12.1 Betaling i utlandet som krever spesielle lisenser eller tillatelser
fra norske eller utenlandske myndigheter kan ikke foretas med
Betalingskortet.

12.2 Kortholder aksepterer den valutaberegningen Kortutsteder
benytter ved bruk av Betalingskortet i utlandet. Kortutsteder vil
rapportere bruk av kortet i utlandet i henhold til valutaregisterloven.

12.3 Ved bruk av Betalingskortet i annen valuta enn norske kroner
blir transaksjonsbelgpet pa kvitteringen omregnet fra brukersted-
landets valuta til norske kroner samme dag som belgpet avregnes
mellom utenlandsk bank og Kortutsteder. Kortholder aksepterer

at det kan vaere en annen dato enn kjgpsdato. Ved omregningen
brukes markedskursen for kjgp/salg av valuta pluss en omregnings-
avgift (valutapaslag). Kortholder beerer risiko for svingninger i
valutakurser.

12.4 Noen Brukersteder tilbyr at belastningen gjgres direkte i norske
kroner eller annen valuta enn den lokalt gjeldende pa Brukerstedet.

| slike tilfeller er det Brukerstedet som fastsetter omregningskursen
fra lokal valuta — ikke Kortutsteder — og er ikke nadvendigvis den
samme omregningskursen som Kortutsteder vil benytte for samme
Transaksjon. Kortholder ma veere oppmerksom pa at det godkjente
belgpet i norske kroner (eller annen valuta) er det belgpet som
bokfares pa Kortkontoen, og Kortutsteder har verken kjennskap til
eller kan holdes ansvarlig for hvordan denne omregningskursen
fastsettes.

13. FORHANDSRESERVASJON

Der Brukerstedet har et szerlig behov for & sikre gjennomferingen
av etterfolgende betalingsoppgjer, kan det reserveres et belgp

pa Kortkontoen. Slik forhandsreservasjon kan ikke gjeres uten
aksept fra Kortholder og for det eksakte belapet som reserveres.
Typiske situasjoner der det kan gjeres en forhandsreservasjon er
nar Betalingskortet benyttes ved bestilling av hotell, leiebil el.
Reservasjonen vil bli slettet nar betalingen er registrert pa Kort-
kontoen. Dersom Kortholder ikke har akseptert en forhandsreservasjon,
kan Kortholder kontakte Kortutsteder for & fa opphevet reservasjonen.

14. ETTERBELASTNING

14.1 Kortholder kan etterbelastes for krav som har oppstatt i tilknyt-

ning til hotellopphold, billeie eller andre ytelser dersom Kortholder
ved bestilling av tjenesten har blitt gjort oppmerksom pa retten til
etterbelastning eller i avtalen med Brukerstedet har akseptert dette.

14.2 Brukersteder i Norge er forpliktet til & gi/sende forhandsvarsel
til Kortholder om etterbelastning som ikke skjer i umiddelbar tilknyt-
ning til bruken av Betalingskortet. Uten hensyn til om Kortholder
har mottatt forhandsvarsel fra Brukerstedet om belastningen pa
Kortkontoen, har Kortholder rett til & kreve stansing og tilbakekall av
belap knyttet til slike tilleggskrav dersom Kortholder ikke vedkjenner
seg disse. Kortutsteder skal medvirke til at transaksjonen stanses,
eventuelt sgrge for tilbakefgring av belgpet etter punkt 19.

15. TILBAKEBETALING DER EKSAKT BEL@P IKKE ER
GODKJENT

Kortholder kan kreve tilbakebetaling av det fulle belapet for en
betalingstransaksjon iverksatt av eller via betalingsmottakeren

hvis Kortholder kan pavise at (i) Kortholder ikke har autorisert det
eksakte belgpet for betalingstransaksjonen, og (i) belapet oversteg
hva Kortholder med rimelighet kunne ha forventet ut fra sitt tidligere
bruksmenster, Vilkarene og omstendighetene for gvrig. Slik rett til
tilbakebetaling gjelder likevel ikke dersom Kortholders samtykke til
betalingstransaksjonen ble gitt direkte til Kortutsteder og Kortholder
ble varslet om den fremtidige betalingstransaksjonen minst fire uker
for forfallsdagen eller straks etter at det eksakte belgpet var kjent
for betalingsmottaker. Kortholder méa fremsette krav om eventuell
tilbakebetaling senest atte uker etter belastningsdagen, og Kortholder
har bevisbyrden for at vilkarene for slik tilbakebetaling foreligger.
Kortutsteder skal innen ti virkedager etter mottak av foresperselen
enten tilbakebetale hele belgpet eller gi begrunnet avslag pa kravet
og angi hvor Kortholder kan henvise saken.

Denne bestemmelsen gjelder ikke der betalingsmottakerens
betalingstjenesteleverandgr er hiemmehgrende utenfor EU/E@S.

16. TIDSPUNKT FOR MOTTAK OG MAKSIMAL GJENNOM-
FORINGSTID FOR TRANSAKSJONER

16.1 En Betalingsordre anses for mottatt pa den ferste virkedag
Kortutsteder mottar Betalingsordren. Kortutsteder er bare bundet av
Betalingsordrer som er i samsvar med Betalingskortets bruksomrade
og angitte virkemate.

16.2 Transaksjoner skal senest gjennomferes forste arbeidsdag
etter at Kortutsteder har mottatt en Betalingsordre. Det samme gjelder
for uttak fra og innbetalinger til Kortkontoen. Ved retur eller rettelser vil
Kortutsteder bokfare belgpet pa Kortkontoen sa snart som mulig etter
at Kortusteder har mottatt belgpet (fra Brukerstedets bank e.l.).

17. TILBAKEKALL AV TRANSAKSJONER

Kortholder kan ikke stanse eller tilbakekalle en Transaksjon etter at
kortholder har samtykket til transaksjonen for eksempel ved bruk

av PIN-kode, signatur, passord mv. jf. punkt 6. Kortholder kan ikke
stanse eller tilbakekalle en betalingstransaksjon fra Kortkontoen
iverksatt ved bruk av Betalingsfullmektig, om Kortholder har meddelt
sitt samtykke til transaksjon til Betalingsfullmektigen.

Kortholder kan imidlertid, i samsvar med avtalen med det enkelte
Brukersted, be Brukerstedet om stoppeftilbakekalle en enkelt eller
en rekke Transaksjoner som enna ikke er gjennomfart.

18. ANSVAR FOR MISBRUK AV KORTET

18.1 Kortholder og andre som i henhold til avtalen er autorisert til &
bruke kort, er pliktige til a:

1.  beskytte de Personlige sikkerhetsanordninger som er knyttet til
kortet. Personlige sikkerhetsanordninger omfatter alle de
autorisasjonsmetoder som Kortusteder tilbyr eller aksepterer
for autorisering av Transaksjoner med Betalingskortet, for
eksempel personlig kode, fingeravtrykkslesning, BankID,
BankID p& mobil, passord mv. Se for gvrig Vilkarene punkt 5.

2. umiddelbart underrette Kortutsteder nar Kortholder er klar over
at Betalingskortet er kommet bort eller benyttet pa uautorisert
vis. Se for gvrig Vilkarene punkt 5.

3. generelt overholde disse Vilkarene ved for beskyttelse, hand-
tering og bruk av Betalingskortet, Personlige sikkerhetsanord
ninger mv.

18.2 Kortutsteder er ansvarlig for Uautoriserte Transaksjoner (uttak,
belastning mv.) og feilaktig utferte Transaksjoner med mindre annet
folger av bestemmelsene nedenfor. Transaksjonen anses som
uautorisert hvis Kortholder ikke har samtykket til den enten fer eller
etter at Transaksjonen ble gjennomfart. Transaksjonen anses som
feilaktig utfert hvis den er mangelfullt gjennomfert og/eller avviker fra
Kortholders Betalingsordre, samtykket til Tredjepartsleverander e.l.

18.3 Kortholder svarer med inntil kr 400 for tap ved Uautoriserte
transaksjoner som skyldes bruk av et tapt eller stjalet Betalingskort
dersom personlig kode eller annen lignende sikkerhetsanordning er
brukt. Det samme gjelder Uautoriserte transaksjoner som skyldes
uberettiget tilegnelse av et Betalingskort dersom Kortholder har
mislyktes i & beskytte en Personlige sikkerhetsanordning og denne
er brukt.

18.4 Kortholder svarer med inntil kr 12.000 ved Uautoriserte tran-
saksjoner dersom tapet skyldes at Kortholder ved grov uaktsomhet
har unnlatt & oppfylle en eller flere av sine forpliktelser etter punkt 5 i
Vilkarene. Dersom tapet skyldes at Kortholder forsettlig har unnlatt &
oppfylle forpliktelsene punkt 5 i Vilkarene, skal Kortholder baere hele
tapet. Det samme gjelder dersom tapet skyldes at Kortholder har
opptradt uaktsomt.

18.5 Kortholder svarer ikke for tap som skyldes bruk av tapt, stjalet
eller uberettiget tilegnet Betalingskort eller Personlig sikkerhetsan-
ordning etter at Kortholder har underrettet Kortutsteder i samsvar
med punkt 5 (sperring mv.), med mindre Kortholder har opptradt
uaktsomt. Kortholder er heller ikke ansvarlig hvis Kortutsteder ikke



har sgrget for at Kortholder kan foreta slik underretning.

18.6 Kortholder svarer ikke for Uautoriserte transaksjoner belastet
Betalingskortet/Kortkontoen nar kravet til Sterk kundeautentisering
ikke er overholdt ved iverksettelse av den Uautoriserte transak-
sjonen, med mindre Kortholder har opptradt uaktsomt.

19. REKLAMASJON OG TILBAKEFQRING

19.1 Bestrider Kortholder & ha ansvar for en Transaksjon etter
ansvarsreglene i punkt 18, skal Kortutsteder uten ugrunnet opphold
tilbakefore belgpet og erstatte rentetap fra tidspunktet Transak-
sjonen ble registrert pa Betalingskortet/Kortkontoen. Tilbakefaring
forutsetter at Kortholder setter frem krav om tilbakefering uten
ugrunnet opphold etter at Kortholder ble eller burde ha blitt kjent
med forholdet, og senest 13 maneder etter belastningstidspunktet.

19.2 Plikten til tilbakefering gjelder ikke dersom Kortholder skriftlig
har erkjent ansvar for registreringen av transaksjonsbelgpet. Kort-
utsteder ma innen fire uker fra mottakelse av skriftlig innsigelse fra
Kortholder ha anlagt seksmal eller brakt saken inn for Finansklage-
nemda, hvis ikke ma Kortusteder foreta tilbakefgring. Blir saken
avvist av nemnda eller en domstol, Igper en ny frist pa fire uker fra
den dagen Kortutsteder ble kjent med avvisningen.

19.3 Plikten til tilbakefering etter 19.1 gjelder ikke for Kortholders
egenandel pa kr 400, med mindre Transaksjonen ble gjennomfart
og Betalingskortet er brukt uten personlig kode eller annen lignende
Personlig sikkerhetsanordning.

19.4 Tilbakefgringsplikten gjelder heller ikke feilregistreringer pa
Brukerstedet som Kortholder selv burde oppdaget ved bruk av
Betalingskortet i forbindelse med betaling for varen eller tjenesten.
Slike reklamasjoner ma rettes mot selgeren (Brukerstedet).

19.5 Kortholder skal avgi skriftlig og grundig redegjerelse overfor
Kortutsteder om forholdene rundt enhver tapssituasjon. Av hensyn
til samarbeid og oppklaring skal Kortholder snarest mulig giennomga
eventuell informasjon om gjennomfarte Transaksjoner gjort til-
gjengelig av Kortutsteder og pa den maten partene avtaler eller
blir enige om.

19.6. For de tilfeller Kortutsteder har tilbakefart belapet (og renter
mv.) og Kortusteder deretter avdekker at Transaksjonen ikke var
uautorisert eller at Kortholder ikke hadde rett & fa tilbakefert hele
belgpet, er Kortholder pliktig til & betale tilbake urettmessig belgp
til Kortutsteder. Kortutsteder kan i slike tilfeller debitere Kortholders
Kortkonto med det aktuelle belgpet.

19.7 Kortholdere som er ansvarlige for tap som har oppstatt grunnet
Uautoriserte transaksjoner er ogsa ansvarlig for & betale eventuelle
gebyr som tilkommer grunnet den Uautoriserte Transaksjonen,
eksempelvis ved at innvilget kredittgrense overskrides og over-
trekksgebyr tilkommer (se punkt 11).

20. SALDOOVERF@RING

20.1 Betalingskortet/Kortkontoen kan benyttes til betaling av
Kortholders regninger, for overfering til en bankkonto e.l., forutsatt at
det er tilgjengelig kreditt pa Kortkontoen. Samtykke til gjiennom-
fering av slik saldooverfering kan gis direkte til Kortutsteder eller

en Tredjepartsleverander. Samtykke gitt direkte til Kortutsteder skal
foretas i henhold til krav som stilles av Kortutsteder for autorisering
av Transaksjoner.

20.2 | tilfelle der en saldooverfgring iverksettes via en Tredjeparts-
leverandgr og mottas av Kortutsteder, men Kortutsteder avviser
Transaksjonen fra utfgring, skal Kortholder motta varsel om dette.

20.3 Renter belastes fra den forste dagen etter overfaringen.
Transaksjonen behandles som et kontantuttak, jf. prisliste.
Kortutsteder forbeholder seg retten til & bestemme til enhver tid
gjeldende maksimumsbelgp for slik saldooverfaring.

21. TEKNISK SVIKT OG LIGNENDE

21.1 Kortutsteder er ansvarlig for Kortholders tap dersom Korthol-
ders Kortkonto uberettiget er belastet som falge av teknisk svikt,
konteringsfeil eller lignende omstendigheter, herunder feil oppstatt
pa Brukerstedet. Dersom Kortholder paberoper teknisk svikt i
kortsystemet, skal Kortutsteder sannsynliggjere at systemet fungerte
som det skulle i det aktuelle tidsrom. Kortutsteders ansvar er begren-
set til det belapet som uberettiget er belastet og eventuelle renter og
gebyrer som Kortutsteder har beregnet av dette belgpet.

21.2 Kortutsteder er uten ansvar dersom Betalingskortet ikke kan
benyttes som felge av driftsstans i kortsystemet, at kontantautomat
er tom for sedler eller lignende, med mindre Kortutsteder har opp-
tradt uaktsomt. Slikt uaktsomhetsansvar er begrenset til Kortholders
direkte tap. Kortutsteder har under enhver omstendighet intet ansvar
for uaktsomhet hos Brukerstedet eller andre parter i kortsystemet

22. KORTUTSTEDERS ANSVAR FOR BRUKERSTEDETS
MISLIGHOLD VED KJGP AV VARER ELLER TJENESTER

22.1 Ved kredittkjop av varer eller tienester med Betalingskortet kan
Kortholder rette samme innsigelser overfor Kortutsteder som overfor
Brukerstedet med de begrensinger som fremgar nedenfor.

22.2 Krav skal forst fremsettes overfor Brukerstedet. Krav overfor
Kortutsteder skal fremsettes innen rimelig tid og veere tilstrekkelig
begrunnet og dokumentert.

22.3 Vare- og tjenestekjop foretatt ved Brukersteder i utlandet, vil
normalt veere underlagt rettsreglene i det land Brukerstedet ligger.
Det er i slike tilfeller Kortholders ansvar a pavise at det foreligger et
misligholdskrav etter de relevante rettsregler.

22.4 Kortutsteders ansvar er begrenset til prisavslag, tilbakefgring
eller erstatning i form av penger og uansett maksimalt til det belgp
Kortutsteder har mottatt i anledning kjapet.

22.5 Denne bestemmelsen gjelder ikke ved kontantuttak eller ved
betaling av Kortholders regninger uten tilknytning til Mastercard
(for eksempel betaling gjennom nettbank).

23. SPILL OG VEDDEMAL

Betalingskortet eller Kortkontoen skal ikke benyttes til betaling for
innsats i spill, veddemal eller gambling av noen karakter, herunder
spill, veddemal og gambling pa internett. Det gjelder selv om Bruker-
stedet godtar Betalingskortet som betalingsmiddel. Dersom Kort-
holder til tross for dette forbudet likevel benytter Betalingskortet til
slikt spill, er vedkommende erstatningsansvarlig overfor Kortutsteder
for ethvert belastet belop med tillegg av renter og omkostninger.

Ved brudd kan Kortutsteder sperre kortet (iht punkt 5) og i grave-
rende tilfeller si opp avtalen (iht. punkt 25.2).

24. KORTHOLDERS OPPSIGELSE AV KORTAVTALEN

Kortholder kan med 1 maneds varsel si opp avtalen for & fa avviklet
kundeforholdet. Slik oppsigelse skal skje skriftlig pr. post eller e-post.
Ved oppsigelse skal Kortholder fa tilbakebetalt en forholdsmessig
del av eventuell forhandsbetalt periodeavgift for tjenester. Eventuelt
utestaende belgp vil faktureres pa vanlig mate inntil belgpet er
innfridd.

25. KORTUTSTEDERS OPPSIGELSE OG HEVING AV
KORTAVTALEN

25.1 Kortutsteder kan skriftlig si opp avtalen med minst to maneders
varsel. Arsaken til oppsigelsen skal opplyses. Ved slik oppsigelse
skal Kortholder f4 tilbakebetalt en forholdsmessig del av eventuell
forhandsbetalt periodeavgift for tjenester.

25.2 Kortutsteder kan med umiddelbar virkning skriftlig heve avtalen
ved vesentlig mislighold fra Kortholders side. Som vesentlig mislig-
hold anses blant annet betalingsmislighold, opplysninger fra samar-
beidspartner tilknyttet Betalingskortet eller offentlige myndigheter
om vesentlig svikt i kortholders betalingsdyktighet o.1., at Kortholders
bo blir tatt under konkurs eller gjeldsforhandling etter konkurslovens
regler, Kortholders misbruk av Betalingskortet, vesentlige brudd pa
sikkerhetsregler, at Betalingskortet er benyttet i sammenheng med
straffbare handlinger eller at Kortholder har gitt Kortutsteder uriktig
eller mangelfull informasjon. Grunnen til hevingen skal opplyses.
Ved mislighold eller oppher av denne avtalen bortfaller ogsa even-
tuelle Tilleggstjenester som fglger kortet. Ved mislighold og okt risiko
som ikke gir grunnlag for heving, kan Kortutsteder si opp avtalen i
henhold til 25.1 eller endre kredittgrensen i henhold til 11.2.

26. OVERDRAGELSE AV AVTALEFORHOLDET

Kortutsteder har adgang til & overdra sine rettigheter og forpliktelser
etter denne avtalen til en annen finansinstitusjon eller en annen
institusjon som nevnt i finansavtaleloven § 1 annet ledd bokstav

a, d, e eller f. Kortutsteder skal varsle Kortholder skriftlig om over-
dragelsen. Den institusjon som avtaleforholdet blir overdratt til skal
ha de samme rettigheter og forpliktelser etter denne avtalen som
Kortutsteder.

27. BEHANDLING AV PERSONOPPLYNSINGER

For informasjon om var behandling av personopplysninger vennligst
se vedlagte personvernerkleering.

Til informasjon, vil vi presisere fglgende:

- Informasjon videreformidles til andre aktgrer i de betalings-
systemer som Betalingskortet er tilknyttet (for eksempel
Mastercard)

- Det oversendes kopi av faktura og annen relevant informasjon
til Tilleggskortholder safremt det foreligger saklig grunn til dette.

28. TILLEGGSKORT

28.1 Etter avtale med Kortutsteder kan Kortholder gi en eller flere
spesifiserte personer rett til & disponere Kortkontoen ved bruk av
ytterligere ett eller flere Tilleggskort lydende pa Tilleggskortholdernes
navn.

28.2 Disse Vilkarene gjelder for Tilleggskortholder sa langt de
passer, og Vilkarene anses akseptert av Tilleggskortholder slik det
fremgar av punkt 4.

28.3 Kortholder svarer fullt ut for Tilleggskortholders Transaksjoner
ved bruk av Tilleggskortet. Bruk av Tilleggskortet vil gi Tilleggskort-
holder innsyn i opplysninger som er registrert i tilknytning til kontoen
vedrgrende transaksjoner foretatt av Tilleggskortholder, samt annen
informasjon som Tilleggskortholder har et saklig behov for.

28.4 Ved oppher av avtalen med Kortholder og/eller med
Tilleggskortholder, eller dersom Kortutsteder pa annet saklig grunn-
lag forlanger det, skal Kortholder og/eller Tilleggskortholder straks
tilbakelevere eller makulere Tilleggskortet. Tilleggskortet vil da bli
sperret for videre bruk.

28.5 Dersom Tilleggskortholders rett til & bruke Tilleggskortet tilbake-
kalles, skal Kortholder varsle Kortutsteder om dette, og for gvrig
medvirke til at Tilleggskortet tilbakeleveres eller pa annen mate bidra
til at Tilleggskortholder ikke kan bruke Tilleggskortet. Kortholder er
ansvarlig for transaksjoner som foretas inntil Tilleggskortet er gyldig
sperret og tilbakelevert.

29. TVISTEL@SNING/ NEMNDSBEHANDLING/LOVVALG

29.1 Oppstar det tvist mellom Kortholder og Kortutsteder kan
Kortholder bringe saken inn for Finansklagenemda for uttalelse nar
nemnda er kompetent i tvisten og Kortholder har saklig interesse i &
fa nemndas uttalelse. Kortutsteder kan bringe inn for nemnda tvist
om urettmessig belastning av Kortkonto.

29.2 Denne avtalen reguleres av norsk rett, og er underlagt norske
domstolers myndighet. Ved betalinger til og fra utlandet vil uten-
landske rettsregler helt eller delvis regulere betalingen og den under-
liggende transaksjonen. Kortholder samtykker i at Kortutsteder kan
oppfylle de krav som eventuelt stilles fra utenlandske myndigheter

i sammenheng med gjennomfaring av transaksjoner underlagt
utenlandsk rett.



Vedlegg lI:
Standardiserte europeiske opplysninger om forbrukerkreditt

1. Identiteten til og kontaktopplysninger for kredittyter/kredittformidler

Kredittyter:
Adresse:

Telefonnummer:

Nettadresse:

EnterCard Norge, filial av EnterCard Group AB
Dronning Eufemias gate 6B

Postboks 6783 St. Olavs plass

0130 OSLO

+47 21 3166 00

www.entercard.no

2. Beskrivelse av kredittproduktets viktigste egenskaper

Type kreditt.

Kredittkort tilknyttet Mastercard, med eventuelt avtalte tilleggstjenester (forsikringer etc.).

Samlet kredittbelap.
Dette betyr taket eller de samlede summene som blir gjort tilgjengelig i henhold til kredittavtalen.

Du vil bli innvilget en kredittgrense etter kredittvurdering basert pa din sgknad. Du vil bli informert
om kredittgrensen nar du mottar ditt Pareto Bank Platinum kredittkort.

Vilkar for utnyttelse av kreditten.

Dette betyr hvordan og nar pengene vil kunne benyttes.

Kortes kan tas i bruk umiddelbart til & foreta kjep av varer og tienester i kortterminaler og hos inter-
nettbutikker tilknyttet Mastercard, kontantuttak i minibanker, samt andre bruksomradet etter nsermere
angivelse.

Kredittavtalens varighet.

Denne avtalen oppherer nar kortavtalen gyldig er sagt opp av en av partene.

Avdrag og eventuelt i hvilken rekkefglge avdragene vil bli fordelt.

Minimumsbetaling pr mnd. er 1/60 del av benyttet kreditt og gebyrer, med tillegg av palgpte renter.
Minimusbetalingen er alltid minst 150 kr. Betalingsbetingelser kan endres av kredittyter med
lovbestemt varsel. Utover minimumsbetaling kan du nar som helst velge & nedbetale kreditten helt
eller delvis. En innbetaling dekker utestaende krav i denne rekkefelgen: eventuelle
inkassoomkostninger, renter, gebyr og kreditt.

Det samlede belapet som skal betales.

Dette betyr belapet for lant kapital pluss renter og eventuelle kostnader knyttet til kreditten.

Samlet belgp til betaling vil folge av manedlig tilsendt faktura. Samlet belap vil avhenge av benyttet
kreditt, hvordan kreditten er anvendt og hvordan den er nedbetalt. Se eksempel under.

3. Kredittens kostnader

Lanerenten eller eventuelt ulike lanerenter som far anvendelse pa kredittavtalen.

21,62 % p.a.
Ubetalt rente kapitaliseres (legges til hovedstolen) manedlig ved fakturadato.

Effektiv arlig rente (EAR).

Dette er de samlede kostnadene uttrykt som en arlig prosentandel av det samlede kredittbelapet. Den
effektive arlige renten er tatt med her for & gjore det enklere & sammenligne ulike tilbud. Beregning av
arlig effektiv rente er basert pa varekjop og kontantuttak iht. bransjestandard pa kr 15.000 nedbetalt
over 12 mnd. i like store terminbelap (ref. finansavtaleloven § 46). Det legges til grunn at kortet brukes
til 10 varekjop i Norge (kr 0), 1 kontantuttak i Norge (kr 35 + 1 % av uttak), 3 varekjep i utlandet (kr 0)
og 1 kontantuttak i utlandet (kr 35 + 1 % av uttak) per ar. Det legges til grunn at samtlige varekjop og
kontantuttak, bade i Norge og utlandet, er pa kr 1.000, slik at samlet arlig bruk blir kr 15.000.

Eff. rente 25,37 %, 15 000 kr o/ 12 mnd. Kostnad 1 466 kr. Totalt 16 466 kr.

Er det obligatorisk, for & oppna kreditten eller for & oppna denne pa de vilkar og betingelser som blir
markedsfart, &:

- tegne en forsikringspolise som sikrer kreditten, eller Nei

- innga en annen kontrakt om tilleggstjenester? Nei
Papirfakturagebyr Kr 45
eFakturagebyr Kr0

Andre kostnader som fglger av kredittavtalen.

Kontantuttak i minibank Kr 35 + 1 % av uttak

Kontantuttak over skranke Kr 75 + 1 % av uttak

Valutapaslag 1,75 %

Overtrekksgebyr Kr 125

Purregebyr Kr 70

Kopi av faktura Kr 20

Nedbetaling av annet kredittkort {:'{Iekm?t t;eregnes fra den dag belap er overfart
il korte

Overfering fra kredittkort til konto Kr 35 + 1 % av belopet

Kostnader i tilfelle av for sene betalinger.

Dersom betaling ikke skjer til rett tid i henhold il tilsendt faktura palgper purregebyr iht. lovbestemte
satser, for tiden kr 70 i illegg til renter.

Manglende betalinger kan fa alvorlige folger (f.eks. tvangssalg) og gjere det vanskeligere & oppna
kreditt.

Mislighold over tid vil medfere inkasso, noe som innebzerer at kortholder blir palagt ytterligere inndriv-
elseskostnader i.h.t. lovbestemte satser.

4. Andre viktige rettslige aspekter

Angrerett. Ja
En rett til & ga fra kredittavtalen innenfor et tidsrom pa 14 kalenderdager.
Tilbakebetaling for tiden. Ja

Kreditten kan nar som helst betales tilbake for tiden, fullt ut eller delvis.

Informasjonssek i en database.

Alle kortsakere vil rutinemessig bli kontrollert for kredittanmerkninger fra godkjent
kredittopplysningsbyra. Seker vil automatisk motta gjenpartsbrev av oversendt informasjon.

Rett til et utkast til kredittavtale.

Kortholder vil motta alminnelige vilkar i elektronisk eller fysisk form. Kortholder kan p& anmodning nar
som helst, og uten omkostninger, fa et eksemplar av gjeldende vilkar.

5. Tilleggsopplysninger ved fiernsalg av finansielle tjenester

a) Vedrerende kredittavtalen:

Utevelse av angreretten

Se entercard.no/angre for angrerettskjema

Sprakordning

Norsk.

b) Vedrgrende klageadgang:

Hvorvidt det foreligger og er tilgang til en utenrettslig klage- og erstatningsordning.

Ved eventuell klage ta kontakt med kredittyter gjennom Pareto Bank Platinum Kundesenter pa telefon
738977 98.

@nsker du a ga videre med klagen kan du ta kontakt med:

Finansklagenemnda, Postboks 53 Skayen, 0212 OSLO. TIf: 23 13 19 60, epost: post@finkn.no
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Informasjon om behandling av personopplysninger

Denne personvernerkleeringen inne-
holder viktig informasjon om EnterCards
behandling av dine personopplysninger. Vi
oppfordrer deg til & lese dokumentet ngye.
Denne personvernerklaeringen er basert
pa EUs personvernforordning (EU General
Data Protection Regulation eller GDPR) og
norsk personvernlovgivning (personopplys-
ningsloven).

1. INNLEDNING/KONTAKT-
OPPLYSNINGER

EnterCard Group AB (org. nr.: 556673-
0585), 105 34 Stockholm, representert i
Norge ved selskapets norske filial:
EnterCard Norge, filial av EnterCard

Group AB (org. nr.: 919 061 545), Dronning
Eufemias gate 6B, 0191 Oslo (“EnterCard,
Var, Vi"), www.entercard.no, er Behandlings-
ansvarlig for personopplysningene som
innhentes, behandles og oppbevares ved
levering av vare tjenester.

Du kan kontakte EnterCards personvernom-
bud Henok Tesfazghi pa dpo@entercard.com
eller telefon (+47) 21 31 66 64 om du har
sp@rsmal vedrgrende vern og bruk av dine
personopplysninger.

2. HVILKEN INFORMASJON SAMLER VI
INN OM DEG?

EnterCard behandler og oppbevarer person-
opplysninger gitt i forbindelse med sgknad
om kredittkort, forbrukslan eller andre
tienester EnterCard tilbyr. Personopplys-
ningene som innhentes i sgknadsprosessen
inkluderer bade personlige detaljer og om
du er medlem av eller ansatt i en organisa-
sjon eller foretak. Med personlige detaljer
menes navn, fgdselsnummer, adresse, yrke,
arbeidsgiver, inntekt, andre kredittforplik-
telser, sivilstatus, bosituasjon, skatt, gjeld,
betalingsanmerkninger, e-post og telefon-
nummer.

EnterCard lagrer ogsa informasjon om din
kontoaktivitet, inklusive transaksjoner, inn-
logginger og informasjon om din kommuni-
kasjon med EnterCard, f.eks. samtaler med
kundeservice. EnterCard kan ogsa ta opp
telefonsamtaler, lagre e-post-kommunikas-
jon eller pa andre mater dokumentere din
kommunikasjon med oss. Detaljer knyttet
til navn og adresse blir fortigpende opp-
datert gjiennom Folkeregisteret. Informasjon
om din finansielle status blir innhentet fra
registrerte kredittvurderingsselskaper og
tilgjengelige gjeldsregistre.

Vi bruker databasene til markedsfgrings-
byraer for & reklamere for vare tienester.
Vi lagrer ikke informasjonen lengre enn
ngdvendig etter at reklamekampanjen er
giennomfart.

Hvis du ikke gnsker & motta fremtidig
markedsfaring, kontakt oss pa
entercard.no eller logg inn i nettbanken.

3. HVORFOR INNHENTER VI DENNE
INFORMASJONEN?

EnterCard behandler dine personopplys-
ninger i samsvar med formalet som er angitt
her.

— Forberedelse og administrasjon av
avtaler (GDPR Artikkel 6.1 b)

Hovedformalet med EnterCards behandling
av dine personopplysninger er a:

— samle inn, kontrollere og registrere per-
sonopplysninger for & foreta beslutninger
(f.eks. & innvilge lan/kredittkort), og &
dokumentere og administrere inngatt
avtale. Dette inkluderer kundeadmini-
strasjon, fakturering og oppfyllelse av
de forpliktelser som banken har patatt
seg for gjennomfering av oppdrag og
tienesteavtaler med kunden.

— dersom avtale med oss ikke inngas etter
at sgknaden er vurdert eller du velger a
ikke fullfgre avtalen vil dine personopp-
lysningene bli oppbevart, men ikke
lengre enn hva som er ngdvendig med
hensyn til kundeservice, oppfalging,
korrigering/retting og for & ikke sende ut
ytterligere markedsfering til deg.

— Etterlevelse av rettslige forplikt-
elser og myndighetsbeslutninger
(GDPR Artikkel 6.1 c)

EnterCard behandler dine personopplys-
ninger for a oppfylle rettslige plikter og
palegg fra offentlige myndigheter. Dette
innebeaerer:

— lagring av personopplysninger for &
kunne bista, imgtega eller forsvare
rettslige krav, men aldri lenger enn til
tvisten er avsluttet eller et eventuelt krav
foreldet. Den alminnelige foreldelsesfris-
ten etter foreldelsesloven er 3 ar. Fristen
kan forlenges, men aldri vaere lenger
enn totalt 10 ar, jfr. foreldelsesloven §§ 2
og 10.

— lagring av personopplysninger til
bokfgringsformal i 10 ar. Fristen lgper
fra regnskapsarets slutt, jfr. bokferings-
forskriften § 8-13-4.

— lagring og behandling av person-
opplysninger innhentet i forbindelse
med kundekontroll og undersgkelser av
mistenkelige transaksjoner. Slik opplys-
ninger skal lagres i 5 ar fra kundefor-
holdets oppher eller fra tidspunktet for
transaksjonen, jf. hvitvaskingsloven
§ 22.

— behandling av personopplysninger i
forbindelse med inkasso frem til kravet
er nedbetalt.

— Behandling av personopplysninger
baser pa EnterCards legitime inter-
esser (GDPR Artikkel 6.1 f)

Legitime interesse er et rettslig grunnlag for
behandling av personopplysninger. | hvert

tilfelle foretas det en avveining av EnterCards
interesse i & behandle personopplysningene
mot de fundamentale rettighetene og
interessene til kunden og dens integritet.

EnterCard behandler personopplysninger
basert pa legitime interesser i disse
tilfellene:

— EnterCard bruker profilering for & foreta
kundeanalyser til bruk i markedsfarings-
formal, modellering, forretningsutvikling,
automatiske beslutninger (se nedenfor)
og for transaksjonsovervakning som
skal motvirke svindel, hvitvasking og/
eller terrorfinansiering samt gi for direkte
markedsfaringsformal.

— EnterCard behandler personopplys-
ninger med det formal & sikre nettverks-
og informasjonssikkerhet, det vil si a
unnga ulykker, brudd, utilsiktede hendel-
ser mv. som innebaerer en risiko for ulov-
lig adgang til systemer, kompromittering
av autentisiteten, integriteten og/eller
konfidensialiteten av personopplysninger
som behandles eller oppbevares i
EnterCards systemer. Sikring av nett-
verks- og informasjonssikkerhet er en
legitim interesse for EnterCard. Person-
opplysninger kan ogsa bli anvendt
for & sikre/kontrollere at systemene
fungerer med hay kvalitet og sikkerhet.
Personopplysninger som blir brukt i
forbindelse med over nevnte testformal
blir pseudoanonymisert for & sikre ditt
personvern som kunde.

— Vi behandler personopplysninger fra
sgknaden, fra kredittopplysningsforetak
samt transaksjons- og betalingshistorikk
for a:

+ Gi vare kunder og potensielle kunder
bedre og mer relevante tilbud samt
a serge for at var markedsfaring
er tilpasset vare kunders behov og
interesser. Dette inkluderer profilering
for a tilby spesifikke produkter som
du kanskje er interessert i. Vi an-
vender ogsa denne informasjonen for
a bedemme din kredittverdighet med
hjelp av modeller for & kunne gi deg
relevante tilbud, inklusive gkning av
kreditt, andre kredittkort og lan.

» For @ bedgmme din kredittverdighet
samt utarbeide og forbedre kreditt-
vurderingsmodeller. Disse modellene
gjer det mulig for oss & bedgmme
hvordan vi skal opptre som ansvarlig
kredittgiver og for & prise vare
produkter basert pa risiko.

» For a serge for at vare utlansbeslut-
ninger er tilpasset var kredittgivnings-
politikk. Dette omfatter profilering av
eksisterende kunder for a forsta var
kredittrisiko.

+ |dentifisere og forebygge forskjellige
typer skonomisk bedrageri/svindel.

Behandling av personopplysninger som
beskrevet ovenfor finner sted sa lenge det
er en gjeldende avtale mellom deg som
kunde og EnterCard, samt i en begrenset tid
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etter avtalens opphear. EnterCard arbeider
kontinuerlig med & begrense bruken av
personopplysninger til testformal og for a
beskytte personopplysninger anonymiserer
vi personopplysningene sa langt det er
mulig.

4. HVILKE KATEGORIER AV
MOTTAKERE DELER VI DATAENE
DINE MED (INKLUDERT LAND
UTENFOR EU/E@S-OMRADET)?

Vi deler ikke dine personopplysninger

med tredjeparter, med mindre det kreves

i gjeldende lovgivning, baserer seg pa
legitime interesser og/eller hvis det er
ngdvendig for & kunne yte vare tjenester og
oppfylle vare forpliktelser ovenfor deg som
var kunde. Vi har et betydelig antall leveran-
dgrer og samarbeidspartnere som bistar
oss med tjenester og hjelper til med & be-
handle dine personopplysninger pa sikkert
vis. Vare leverandgrer/samarbeidspartnere
leverer IT-tjenester og IT-statte, utsteder
det fysiske kredittkortet, produserer og
utsteder fakturaer/arsoppgaver, bistar med
kommunikasjon, formidler markedsfaring,
bistar i arbeidet med & motvirke og opp-
dage ulovlige aktiviteter/brudd, arrangere
profilering, modellering, forretningsutvikling
samt aktiviteter rettet mot hvitvasking og/
eller terrorfinansiering. EnterCard har
inngatt nedvendige databehandlingsavtaler
med alle vare leverandgrer/samarbeidspart-
nere og vi stiller krav til at disse har strenge
sikkerhetstiltak ved alle systemer hvor dine
personopplysninger behandles.

EnterCard deler dine personopplysninger
med leverandgrer/samarbeidspartnere som
har kontorer utenfor EU/E@S-omradet. Far
EnterCard overfgrer personopplysninger
som eksempelvis, fullt navn, fadselsnum-
mer, sgknadsdata, transaksjonsdata,
produktdata, servicedata og autorisasjons-
data til leverandgrer/samarbeidspartnere
beliggende utenfor EU/E@S-omradet,
forsikrer EnterCard at:

— EU-kommisjonen har besluttet at det
finnes et tilstrekkelig beskyttelsesniva
i det gjeldende landet (som person-
opplysningene sendes til),

— Det er foretatt andre passende sikker-
hetstiltak, som for eksempel standard
kontraktsklausuler (f.eks. standard
dataoverfgringsavtale) eller bindende
foretaksbestemmelser.

— Det er gitt seerskilt tillatelse fra tilsyns-
myndighetene

— Det erttillatt i henhold til gjeldende
personopplysningslovgivning.

Som finansinstitusjon er EnterCard under-
lagt offentlig tilsyn, herunder blant annet
Finanstilsynet og Datatilsynet i Norge og
Sverige. EnterCard er palagt a dele dine
personopplysninger i forbindelse med
rapportering til norske skattemyndigheter,
Politiet, JKOKRIM, Namsmannen, Finans-
departementet og andre myndighets-

organer, bade i Norge og i utlandet.

5. HVILKE RETTIGHETER HAR DU?
Som kunde av EnterCard har du, i henhold
til GDPR og personopplysningslov-
givningen, felgende rettigheter i forbindelse
med behandlingen av dine personopplys-
ninger:

— Rett pa tilgang til dine personopp-
lysninger.

— Retten til & motta dine personopp-
lysninger i et strukturert, vanlig anvendt
og maskinlesbart (datakompatibelt)
format, slik at du kan utgve din rett til
dataportabilitet.

— Retten til 8 anmode om korrigering/

retting av dine personopplysninger.

Retten til & foresparre sletting eller

begrenset behandling av personopp-

lysninger, i tilfeller hvor du mistenker
opplysningene blir behandlet ulovlig
eller personopplysningene ikke er
korrekte.

— Retten til & motsette deg bruk av
personopplysninger i direkte markeds-
fering og i annen behandling basert pa
legitime interesser.

— Retten til & trekke tilbake samtykke

om bruk av personopplysninger, nar

samtykke danner grunnlaget for en

bestemt type bruk.

Retten til manuell behandling (& fa en

menneskelig vurdering) istedenfor en

automatisk beslutning.

— Retten til & bli glemt (fullstendig
sletting). Etter GDPR har enhver privat-
person retten til & bli glemt. Imidlertid
er finansielle institusjoner etter loven
palagt & oppbevare personopplys-
ninger for spesifikke tidsperioder. Dette
innebaerer at EnterCard ikke kan slette
personopplysninger som gjelder vare
kunder for perioden oppbevaringsplikten
gjelder. Vi oppbevarer ikke personop-
plysninger lenger enn det som er palagt
i lov eller forskrift, og dine personopp-
lysninger slettes automatisk nar
perioden for oppbevaringsplikt er over.

Hvordan kan du kontrollere, endre og
slette personopplysninger?

Du kan kontrollere dine personopplysninger
og kontoinformasjon, inklusive registrert
aktivitetslogg pa din konto pa
https://personopplysninger.entercard.no
eller ved a ringe til kundeservice. Vennligst
bemerk at personopplysninger som er
innhentet fra Folkeregisteret oppdateres
automatisk pa jevnlig basis, og kan ikke
endres hos EnterCard for de relevante
endringene er registrert i Folkeregisteret.
For & oppdatere informasjonen i Folke-
registeret ma Folkeregisteret kontaktes
seerskilt. Du kan sende anmodning om
sletting eller endring av dine personopp-
lysninger ved & sende oss en forespgrsel
via post eller ved a ringe til kundeservice og
din anmodning vil bli behandlet av en

av vare ansatte.

6. RETT TIL A MOTSETTE DEG
DIREKTE MARKEDSF@RING

Du kan selv velge hvilke kanaler du gnsker
a bli kontaktet gjennom for direkte markeds-
foring. Denne muligheten er tilgjengelig for
vare kunder via nettbanken eller ved a ringe
til kundeservice.

Du har ogsa rett til & takke nei til all direkte
markedsfgring ved a logge deg inn i nett-
banken eller ved a ringe til kundeservice.

7. AUTOMATISERT BESLUTNINGS-
TAKING

For & sikre objektiviteten i EnterCards
beslutninger vedragrende din sgknad, for

a beskytte ditt privatliv og minimere vare
ansattes tilgang til dine personopplysninger,
benytter vi automatisert beslutningstaking
for & behandle sgknader. For & kunne
foreta en kredittvurdering av sgknader i
sanntid, analyserer vi bade informasjonen
kunden har oppgitt i sgknaden, opplys-
ninger fra kredittvurderingsselskaper og
data hentet fra EnterCards interne systemer
(i de tilfeller hvor sgkeren har eller har hatt
et forhold til EnterCard), kampanjedata og
internt utviklede kredittvurderingsmodeller.
Kredittvurderingsmodeller er basert pa
tidligere og naveerende kunders historiske
atferd er avhengig av risikoprofilen, og dette
omfatter profilering.

Automatisk beslutningstaking blir ogsa brukt
ved overvakning av svindel, bedrageri,
hvitvasking og terrorfinansiering samt ved
sperring av kort ved forsinket betaling.

Basert pa EnterCards interne retnings-
linjer og prosedyrer kan sgknaden i enkelte
tilfeller behandles manuelt av vare ansatte.
Du kan alltid kontakte var kundeservice og
be om opplysninger om beslutninger du har
mottatt.

8. KONTAKTINFORMASJON TIL
PERSONVERNOMBUDET OG
DATATILSYNET

Du kan sende inn klager vedrgrende be-
handlingen av dine personopplysninger til
din lokale databeskyttelsesmyndighet.

Datatilsynet

Postboks 8177 Dep., 0152 Oslo
Telefon: 22 39 69 00

E-post: postkasse@datatilsynet.no

Datatilsynets besgksadresse er:
Tollbugata 3,
0152 Oslo

Du kan kontakte EnterCards person-
vernombud Henok Tesfazghi pa
dpo@entercard.com eller telefon

(+47) 21 31 66 64 om du har spgrsmal
vedrgrende vern og bruk av dine person-
opplysninger.





